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Objective 
 

My objective is to secure a position in Cybersecurity Project Management that allows me to utilize my 
expertise in cybersecurity compliance, documentation management, and risk assessment to effectively 
oversee regulatory activities. I aim to ensure strict adherence to compliance frameworks, systematically 
track attestations, and uphold the effectiveness of controls within a dynamic security environment. 

Experience 
 

TechniTight | Freelance Cybersecurity Consultant December 2024 – Present 

• Performed comprehensive risk assessments and gap analyses to identify vulnerabilities and 
recommend remediation strategies. 

• Developed policies and procedures tailored to client needs, including incident response plans and 
vendor risk management protocols. 

 

Cybriant | Security Operations Center (SOC) Analyst  August 2024 – Present 

• Conduct detailed monitoring and analysis of security alerts using SIEM tools to identify potential 
risks and vulnerabilities. 

• Document incident findings and remediation steps, providing actionable insights for continuous 
improvement in incident response. 

• Collaborate with cross-functional teams to implement corrective actions, ensuring adherence to 
regulatory compliance. 

• Participate in continuous learning and development, enhancing skills in auditing and 
cybersecurity best practices. 

Cybriant | Technical Account Manager  April 2023 – August 2024 

• Provided tailored cybersecurity strategies to clients, focusing on compliance with industry 
standards. 

• Acted as a liaison between technical teams and clients, ensuring seamless execution of 
cybersecurity initiatives and audit readiness 

• Delivered detailed reports on security posture, identifying areas for improvement and ensuring 
alignment with regulatory frameworks. 

• Identified client cybersecurity needs and proactively upsold relevant services, increasing security 
posture while driving revenue growth and strengthening customer relationships. 

Amazon | Customer Service Associate November 2022 – April 2023 

• Analyzed and resolved customer issues, implementing structured troubleshooting processes to 
achieve high satisfaction rates. 

• Collaborated with teams to streamline workflows, improving response times and service delivery. 

• Ensured compliance with internal policies while addressing escalated customer concerns. 

 

 



Education 
 

Kennesaw State University, Graduate Certificate in Information Security and Assurance 2026 

Major: Information Security 

Kennesaw State University, Master of Science 2026 

Major: Information Security 

Kennesaw State University, Bachelor of Science 2024 

Major: Cybersecurity 

Camden County High School 2018 

 

Certifications 
 

CompTIA Security+ Ce 2025 

Expiration: January 13th, 2028 

Actively pursuing CompTIA A+, Network+, CySA+, GRCP, GRCA and ISO 27001 Foundation 2025 

Cisco Introduction to Cybersecurity 2023 

 

Skills & abilities 
 

• IT Audit 

• Risk Assessments 

• Vulnerability Management 

• Security Compliance Frameworks  

• Security Information and Event Management (SIEM) 

• Incident Response 

• Policy and Procedure Development 

• Microsoft Office 

• Azure 

• Project Management 

• Leadership 

 

Additional Information 
 

Languages: English (Native) 
Availability: Open to on-site, hybrid, and remote roles. 
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